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TURN TO SMP WHEN HEALTH CARE FRAUD IS THE ISSUE

CRANSTON --- Unfortunately, health care fraud and health insurance scams have always been a part of the medical landscape. As we shall see in this week’s column, the passage of the health care reform law gave the scam artists new material to concoct the next generation of schemes. Despite a $1 million dollar outreach and education effort by the Centers for Medicare and Medicaid Services, it appears that new scams are emerging daily. Unless noted in the examples listed below, Medicare beneficiaries can report attempts of Medicare fraud, waste, and abuse to Rhode Island Senior Medicare Patrol (SMP) at 401-462-4444. TTY users should call 401-462-4445. SMP teaches volunteers to recognize and report Medicare fraud, waste, and abuse.

Here is a partial listing, a Readers Digest version if you will, of some of the more prominent scams:

Beginning in June 2010, Medicare beneficiaries who reached the coverage gap (also referred to as the donut hole) in their Medicare Prescriptions Drug Plans (Medicare Part D) began receiving a $250 rebate directly from Medicare. Scam artists began making calls to beneficiaries claiming that they could help them get their rebate checks-obviously for a fee. The fact is that the beneficiary does not need to take any action to receive the rebates. Beneficiaries will receive the checks automatically, so there is no need to divulge any Medicare information to such a caller.

The Office of Inspector General (OIG) has received reports that some durable medical equipment (DME) suppliers were using independent marketing firms to make unsolicited calls to Medicare beneficiaries to sell more DME products. This practice, with very few exceptions where the supplier has already obtained written permission from the beneficiary, or the call concerns equipment the supplier has already provided, is prohibited. Reports of illegal contact should be made to the regional OIG office at 617-565-2664.
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Reports have already surfaced in various parts of the country that scam artists are using scare tactics to sell Medicare beneficiaries bogus health insurance plans or to get identity-stealing information from the beneficiary. In one case, a series of mailings is being used to send “official” government-looking documents that claim the beneficiary is about to lose their Medicare or Social Security benefits. The beneficiaries were then asked to send money to a fictitious company to support efforts to preserve these programs. Other reports have surfaced that Medicare beneficiaries are being solicited to join health care plans called “Obama Care”. Reports of these types of fraud should be filed with Medicare at 1-800-MEDICARE (1-800-633-4227). TTY users should call 1-877-486-2048.
SMP also provides these examples:

A gentleman called a Kansas beneficiary and said he was working for federal government giving out grant money. She would qualify for $4,700 grant if she would send $99 to him through Western Union.  He gave her a number to call him once she went to Western Union and he would be able to help her fill out all necessary paper work.  After sending the $99 she would receive the grant money plus her original $99 back. The lady did NOT send the money and wanted to let others know about this attempted scam. 

With the Free Medical Evaluations/Testing Scheme, free medical tests or evaluations are offered. Companies use phone solicitation, ads in newspapers, and coupons mailed or delivered to consumer's home to advertise free testing or services. Mobile testing centers frequent shopping malls, retirement communities, fraternal organizations, civic groups, and conventions. The consumer is asked to complete a form to receive free tests. The form asks for Medicare, Medicaid, Social Security numbers, or health insurance numbers.

In the Milk/Grocery scheme, the promoter of the scam may be offering free milk, groceries, or some other product or service.  Regardless of the specific product being offered, any scheme following this general process is referred to as a Milk/Grocery Scheme. The promoter visits adult living facilities, senior communities, or government program offices and identifies specific individuals. He/she approaches the consumer and tells them that Medicare, Medicaid, or a private insurance company wants to take care of them or is conducting a provider survey. They give away milk and/or food, clean their homes, deliver various equipment, and tell the consumers that everything is free and provided by the government or a health insurance company. The promoter asks consumers to complete and sign a form proving they were visited. The form asks for Medicare and/or Medicaid numbers. They leave a name and number and guarantee to return to bring more free items. 
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         In the Telemarketer/Boiler Room Scams, the telephone is used to obtain Medicare numbers. Telemarketing companies identify specific targets through mailing lists and then contact consumers. The caller uses a high-pressure sales pitch to obtain Medicare, Medicaid, Social Security numbers, or private insurance information. The sales pitch deliberately confuses people into believing the caller represents the government or private insurers.

      In the $299, $389, or $399 types of scams, Medicare numbers are not the only goal.  The scammers also work to obtain the beneficiary’s bank account information and use it to take as much money as possible directly from the beneficiary. Telemarketers/individuals identify themselves as a prescription drug plan. The caller offers a prescription drug plan that will provide a year’s supply of prescription drugs for one payment of $299, $389, or $399. The beneficiary is told that payment can only be made by automatic withdrawal and the beneficiary is asked for his/her Medicare and/or Medicaid and bank account numbers so the plan can start the first of the month. The money is withdrawn with no prescription drugs delivered, or the bank account is cleaned out.

   In the Arthritis Kit scam, beneficiaries are told if they suffer from arthritis, diabetes, poor circulation, back aches, swelling, muscle soreness or hand or ankle inflammation that help is on the way with a Medicare-approved arthritis back kit. It’s free to those with Medicare Part A and B, and beneficiaries even qualify for a special heating pad and heat lamp. There is no such item as a Medicare arthritis kit.


Beware of the scam artist. Don’t become a victim!
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Questions for Rhode Island Senior Beat may be mailed to the Rhode Island Department of Elderly Affairs, John O. Pastore Center, 74 West Road, Cranston, RI  02920. Questions can also be e-mailed to lgrimaldi@dea.ri.gov. For a confidential discussion about questions, issues or challenges regarding growing older, or to locate resources for seniors or adults with disabilities, call DEA at 462-3000. TTY users should call 462-0740. Seniors, adults with disabilities, families, and caregivers can also call THE POINT Resource Center at 462-4444. The TTY number for THE POINT is 462-4445.
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